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Foreword

About User Manual

® Please beforehand refer to 3.2 Network settings or 7.2 Network Settings to make sure
your network functions well.

® Please beforehand refer to 2.2 Check Building and Unit number if you need to connect
your device with other devices.



Contents

L HOME PAGE ...ttt 1
1.1 HOIIE PAZE......cooeceeecieeeiceee ettt 1
L2 Call oottt 1
L3 PIN ottt 2
LA FACE ... 2
LS CONTACTS ... 3
1.6 CONCIERGE ...ttt 4
2 DBVICE. ...t 5
2.1 GO O DEVICE PAZE ...t 5
2.2 Check Building and Unit DUMDET .................cccoovovieieiieoeeeeeeecee e 5
2.3 Mode, Language, Password, Volume and SiZe ...............c.cocooovoeievoviiiiieoeeeseeeeeseeen s 5
I3 NN 1= 1. SRR 6
3.1 GO t0 NEIWOIK PAZE ...ttt 6
3.2 NEIWOTK SEHINES ..o 6
B ACCESS. ... i 7
4.1 GO L0 ACCESS PAZE ..ottt ettt ettt ettt ettt ettt ettt ettt 7
4.2 PasSWOTA MANAZE............ooieeeieieeceeeeeeeeeeeeeeeee ettt ettt ettt ettt ettt 7
4.3 Card MANAZE ..ottt 8
4.4 Unlock Time, Unlock Delay, Elev Refer, and Encrypt...........c.cooooovoiiiiiiiiiii 10
S FACE . 11
ST GO0 FACE PALE ...ttt 11
5.2 Input and delete face INfOrmMation ................ccooeveiiiiiiicicccc e 11
5.3 Similarity and Live DETECE .............cccooviiiiiiiiceceee et 13
6 Other and VErSION .......c.eviiiiiiiie e 14
6.1 GO 1O OtheT PAZE ..., 14
6.2 Reboot and Default ..., 14
6.3 GO 10 VRISION PAZEC ..., 14
6.4 Basic information about the deViCe ....................c.oooooiiieeeeeeeeeeee e, 15
7 WED SEtEINGS....cciiiiiiii e 16
TLMAIN ..ottt 16
T2 NEtWOTK SETNES .......oovoveeeeeeeeeeeeeeee e, 16
T3 DEVICE SEUINES ..ot 17

T4 ACCESS SEELINES ..ottt ettt ettt 17



DNAKE

7.5 VOIP SELNES..........coviieiceeieeeeieee e 18
7.6 FOTWArd SEHHNES...............coooivivieieeeeeeeeceeeeee ettt 18
7.7 AQVANCEA SEINES .......coovovoeoee e, 19
7.8 PhONEBOOK SETNES ..........covivvieieiee ettt 19
7.9 DEbUZ SELUNES........c.cooiviiieiieeicee et 20

710 LOGOUL SELUNZS..........oveieeeeeeeceeeeee ettt sttt s et ene e, 21



DNAKE

1 Home page

1.1 Home page

1. At the top of the home page:

€ Time, date, location, and network connection status. Little computer icon in the corner
is the network connection status.

€ White computer means your network is connected while red computer means your network
is disconnected.

2. In the center of the home page: the greeting, welcome.

3. At the bottom of the home page:

€ Call, PIN, FACE, CONTACTS and CONCIERGE.

€ These are basic functions for your convenience. They will be introduced one by one in the
following chapters.

07:52 PM -

Welcome

1.2 Call

1. Make a call:

€ Step 1: Click Call icon on the home page.

€ Step 2: Enter the room number you want to call and click the green Phone icon. If you
want to go back to the home page, you can click House icon in the upper left corner.
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Please enter the room number

®EO®®

PIN CONTACTS  CONCIERGE

1.3 PIN

1. Open the door:

€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default unlock password: 0000 and then click the little blue Lock icon.

2. Go to administrator's interface:

€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default administrator's password: 123456 and then click the little blue
Lock icon.

.@ Q System Settings

Device

Access

Please enter the pin code

©H®@®

call PIN CONTACTS ~ CONCIERGE

1.4 FACE

1. Open the door: Stand still in front of the camera and let it capture your face you have input.
2
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The door will automatically open for you. (Please refer to 5 Face to see how to input face
information)

Q@

Please stay in the frame

CONTACTS  CONCIERGE

1.5 CONTACTS

1. Make a call by CONTACTS:

€ Step 1: Click CONTACTS icon on the home page.

€ Step 2: Click the one you want to call. Or you can search by name and apartment number
to find the one you want to call if you have too many contacts.

@ Contact List

Name Apartment Number
Vincent 101
Kevin 102
Cathy 201
Levi 202
Eric 301

Charming 302

Yvonne 401
Wzhcm 402
Quyen 501

Tina 502

©EeE

PIN

2. Add contacts:
(Please refer to 7.8 PhoneBook Settings to see how to add contacts)
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1.6 CONCIERGE

1. Click CONCIERGE icon on the home page to call Management Center.

@

Concierge
Calling...
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2 Device

2.1 Go to Device page

1. Go to Device page:

€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default administrator's password: 123456 and then click the little blue
Lock icon.

€ Step 3: Click Device.

Gr System Settings

Please enter the pin code

Mode:

(M| Language:
vl

Building:

Unit:

@ g Index:
Password: 123456

English w

Device Network

Access Face

volume: [ NIENERE

Size:
1|
wl

Other Version

2.2 Check Building and Unit number

1. All other Settings remain default. To connect with Indoor Monitor, you need to check out
whether the Building and Unit number of the device is consistent with Indoor Monitor.

2.3 Mode, Language, Password, Volume and Size

1. Mode (Unit, Wall and Flat), Language, Volume of the device and Size can be changed
according to user's needs.

2. Password is the key to enter administrator's interface. Please remember the password if you
have changed it.
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3 Network

3.1 Go to Network page

1. Go to Network page:

€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default administrator's password: 123456 and then click the little blue
Lock icon.

€ Step 3: Click Network.

'@ System Settings

Please enter the pin code

:
192.168.12.55
v ~
Devica Network \EEISl?55.255.255.0
(R \CEVA192.168.12.1
DNS: (XK

SY-1a76 I 192.168.12.40

Current IP:  192.168.12.55

Access Face

Version

3.2 Network settings

1. DHCP

€ If DHCP is enabled, the device can be connected to other DHCP-enabled devices under
the same network.

€ |If DHCP is disabled, you need to set a static IP address for the device to connect to other
devices in the LAN.

2. IP address and Gateway

€ If DHCP is enabled, IP address and Gateway cannot be changed.

4 If DHCP is disabled, you need to change your IP address and Gateway to connect other
devices in the LAN you want to link.

3. Mask, DNS, Server, and Current IP

€ Mask, DNS, and Server can all be changed according to your needs.

€ Current IP is the IP address of the device at the moment.
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4 Access

4.1 Go to Access page

1. Go to Access page:

€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default administrator’s password: 123456 and then click the little blue
Lock icon.

€ Step 3: Click Access.

Gr System Settings Access
Please enter the pin code _
P Unlock Time:
Iy | Unlock Delay:
vl_
Elev Refer:
Device Network

Password Manage:

@ Card Manage:

Access Encrypt:

Other Version

©

@6 ®

PIN S  CONCIERGE

4.2 Password Manage

1. Password Manage:

€ Step 1: Click Enter behind Password Manage.

€ Step 2: Type in password you like. You can set 8 passwords in total.

€ Step 3: Click Done on the keyboard and click Save. You can use these passwords to open
the door.
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Password Manage

Unlock Time:
Unlock Delay:

Elev Refer:

Password Manage:

Card Manage:

Encrypt:

4.3 Card Manage

1. Add card:

Step 1: Click Enter behind Card Manage

Step 2: Click Add. Type in Name and Apartment No. of the member you want to add.

Step 3: Please swipe your card on the card reader zone. If this card is unregistered and available,
the Done icon will turn white from grey.

Step 4: Click Done to confirm or you can click Cancel to withdraw your decision.

b Card Manage

Add Card

Delete By Apt
Name: [INEEENINEN

Delete By Card Apartment No.: [ GzNGEG

Delete All

Add Card

Cancel .
Please swip your card on the

card reader zone.

2. Delete card:
a. Delete By Apt.:
Step 1: Click Enter behind Card Manage



DNAKE

Step 2: Click Delete By Apt.. Type in Apartment No. The card or member you want to delete,
of course, should be in this apartment list.

Step 3: Click Del icon to delete card and then the corresponding one will disappear from the
list.

Step 4: Click Confirm to complete or Cancel to withdraw your decision.

b Card Manage

Delete By Apt. No. Delete By Apt. No.

Apartment No.:1111

Delete By Apt.

Apartment No.: [N

Delete By Card
Delete All

— 1.seeea

2.1

b. Delete By Card:

Step 1: Click Enter behind Card Manage

Step 2: Click Delete By Card.

Step 3: Please swipe your card on the card reader zone and Confirm. The card you swiped
will be deleted.

b Card Manage

Delete By Card

Please swip your card on the
card reader zone.

c. Delete All:
Step 1: Click Enter behind Card Manage
Step 2: Click Delete All and Confirm. All cards on the device will be deleted.
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b Card Manage

Delete By Apt.

Delete By Card
Delete All

Delete All

Are you sure to delete all
cards?

Confirm Cancel

4.4 Unlock Time, Unlock Delay, Elev Refer, and Encrypt

1. Unlock Time:

€ [t is how long the lock will lock automatically after swiping the card or scanning
your face. If you did not open the door, the lock will lock again when the time is
up.

2. Unlock Delay:

€ 1Itis how long the lock will unlock after swiping the card or scanning your face.

3. Elev Refer:

€ The number is the floor the elevator will stop. When Dnake intercom system
integrates with Elevator Control System (additional modules are needed), the
elevator will reach the designated floor automatically when the resident unlocks
the door by Indoor Monitor.

4. Encrypt:

€ Keep Encrypt default. Keep it enabled. Or something might go wrong.

10
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5 Face

5.1 Go to Face page

1. Go to Face page:

€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default administrator's password: 123456 and then click the little blue
Lock icon.

€ Step 3: Click Face.

@* System Settings

@ o

Device Network

9 Face Recognition

Please enter the pin code

Recognizer: m

Similarity: Low W

Live Detect:
:
Delete: m

Register

Delete All

Access Face

Version

5.2 Input and delete face information

1. Input face information

Step 1: Click Add behind Register.

Step 2: Type in your Name and Apartment No..

Step 3: Stand still in front of the camera and let it capture your face. The device will notify
you that you have registered successfully.

L 2R 2R 2

11
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S

Registered Successfully!
Welcome!

Please come in!

Regsiter

Name: [N
Apartment No.: [N

Cancel

Name: 111
AptNO.: 1111
Similarity: 98

FACE CONTACTS  CONCIERGE

2. Delete face information

a. Delete:

€ Step 1: Click Del behind Delete.

€ Step 2: Click Delete By Apt.. Type in Apartment No. The face information or member
you want to delete, of course, should be in this apartment list.

€ Step 3: Click Del icon to delete face information and then the corresponding one will
disappear from the list.

€ Step 4: Click Confirm to complete or Cancel to withdraw your decision.

Face Recognition

Recognizer:
Similarity:

Live Detect

Delete
Apartment No.:1111

Apartment No.: _

Register: 1111

Cancel

Delete: 2.1

3.1

Delete All:

b. Delete All:
€ Step 1: Click Del All behind Delete All.
€ Step 2: Click Confirm to delete all face information.

12
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§ ) Face Recognition

Recognizer: m
Similarity:
Live Detect:

Register:

Delete All

Delete:

Delete All:

Are you sure to delete all face
data?

5.3 Similarity and Live Detect

1. Similarity

€ Similarity and Live Detect are for you to customize. Similarity (Low, Normal or
High) is the ability to distinguish different faces.

2. Live Detect

€ Live Detect (Close, Normal or High) is the ability to detect whether the detected is
a living thing or not.

§ ) Face Recognition

Recognizer: m
Similarity:
Add

Live Detect:
Register:

Delete

Delete All:

13
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6 Other and Version

6.1 Go to Other page

1. Go to Other page:
€ Step 1: Click PIN icon on the home page.

€ Step 2: Enter the default administrator’s password: 123456 and then click the little blue

Lock icon.
€ Step 3: Click Other.

Gr System Settings

B

Device Network

Please enter the pin code

Access

ly

Other Version

6.2 Reboot and Default

1. Reboot
€ Click enter and confirm to reboot the device.
2. Default

€ Click enter and confirm to restore the factory default settings.

6.3 Go to Version page

1. Go to Version page:
€ Step 1: Click PIN icon on the home page.

Reboot: _Enter
DEENE

€ Step 2: Enter the default administrator's password: 123456 and then click the little blue

Lock icon.
€ Step 3: Click Version.

14
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@ '@ System Settings Version

Please enter the pin code
FW: 1.9.020210705

a Firmware: 2.1.120210714
6.3

Device

192.168.12.55
BC:F8:11:05:A0:7C

ERROR

Access

Version

6.4 Basic information about the device

1. Version page contains basic information about the device such as FW, Firmware,
MCU, IP, MAC, SIP.

15
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7 Web Settings

Before you start:

®  Make sure your network functions well. The device and computer are under the same LAN.

® Download Remote Upgrade tool and Upgrade Instruction from the link below for entering
Web Settings. Or you can enter Web Settings by browser without downloading.
(https://mega.nz/file/hgIDVYXxB#61gsmo031nupg30DosaSxHayOWzwwgFQh5ew521hk AA)

® You can double click IP address of the device on the page of Remote Upgrade to open the
website. You can also put the device’s IP address in the browser’s search bar to log in its
webpage with account: admin and password: 123456.

7.1 Main

1. Some basic information about the device (Framework, Firmware, MCU and SIP).

Streaming Media Solution P E ﬂ
— "

Smart Home And Intercom System

Framework: 1.9.0 20210705
Firmware: 2.1.1 20210714
MCU: 1.6.3

SIP: ERR

7.2 Network Settings

1. DHCP

€ |If DHCP is enabled, the device can be connected to other DHCP-enabled devices under
the same network.

€ If DHCP is disabled, you need to set a static IP address for the device to connect to other
devices in the LAN.

2. IP address and Gateway

€ If DHCP is enabled, IP address and Gateway cannot be changed.

€ If DHCP is disabled, you need to change your IP address and Gateway to connect other
devices in the LAN you want to link.

3. Mask, DNS, Server, and Current IP

€ Mask, DNS, and Server can all be changed according to your needs.

€ Current IP is the IP address of the device at the moment.

16
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Network Settings

DHCP:

IP: 192.168.12.55 |
Mask: 255.255.255.0 |
Gateway: [192.168.12.1 |
DNS: [ssss J
Server IP:  [192.168.12.40 ]
Password: ~ [eseeee |

Submit

7.3 Device Settings

1. BuildNo and UnitNo

€ Make sure the BuildNo and UnitNo of the device is the same as other devices you want to
connect.

2. Mode, Language, Password, Volume and Video

€ Mode (Unit, Wall and Flat), Language, Volume of the device and Video can be
changed according to user's needs.

€ Password is the key to enter administrator's interface. Please remember the password if
you have changed it.

Device Settings

BuildNo:
UnitNo:
No:

Sys passwd:
Panel mode: | Unit Panel 82
Language: English

Volume:
Video: 640x480

Forward: W
Dial Mode:  [Normal  v|

<

i

<

Submit

7.4 Access Settings

1. Admin Card

a. Add an admin card to the device:

€ If you are aware of admin card No., you can enter card No. of the admin card in the box after
Admin Card and submit. And then this card becomes an admin card.

€ If you are not aware of admin card No., please enter 0 in the box and submit. Please swipe
17
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your card on the card reader zone and then this card becomes an admin card.
b. Add other cards by admin card:
€ Swipe your admin card once and then swipe other cards immediately. Other cards you have
swiped can be used to open the door.
€ Please note that admin card can only be used to add cards. It cannot be used to open the door.
€ All cards added by admin card can only be deleted by defaulting the settings.

Access Settings

Main
Network .
" Deviee Unlock Timeout: 3s v

= Unlock Delay: 0s v
_ wvow Elev refer:

Forward Admin Card:

Advancd Security ON/OFF:

2 |
123456
0

Unlock Passwd:
S
S
T

7.5 VOIP Settings

1. SIP Settings are here for you to customize

SIP Settings
SIPenable: O
Proxy: sip:192.168.12.40 ]
Realm: 192.168.12.40 |
Outbound: sip: ]
STUN IP: 192.168.12.40 |
STUN Port: {5060
H.264: 102
User: [100 ]
Password: ~ [seeees ]
Timeout: 120s v
Ringing: 35s v
Submit

7.6 Forward Settings

1. When the visitor calls on the device but there is no answer within 25 seconds, the system will
forward the call to the phone.
2. Steps to make RoomNo. be bound with phone number.

€ Step 1: Type in RoomNo. and Account phone number.
18



DNAKE

€ Step 2: Click Submit.

Forward Account Settings

Roomo: b 1

Account: [

Delete: o
HRoornNo: ﬂA((oum: ||RocmN0: HA((cum: [RoomNo: ||A{(0unl: ]|
7.7 Advanced Settings

1. Advertising

€ Check the box to enable this function. Enter the specified advertisement URL in the box. The
interface will play the online advertisement automatically.

2. Quick Call

€ Check the box to enable this function. It refers to the call to management center. Enter the SIP
address of the specified management center. The call can be from Indoor Monitor or SIP
internet phone of other manufacturers.

3. Speed Dial

€ Press one number key to give a direct call.

Advanced Settings

Advertising: O
Quick Call:
Voice GW:
Speed Dial:
ONU Pass:
IR Sensor:

80000

Face:

Similarity: |Low v|
Model:  [6.0 Model v|
Spoof: HIGH v

RTSP Feed: |Disable v

Call UL:
Address:  [No. 2, Ch in Rd., Xiamen, Fujian, PR China

7.8 PhoneBook Settings

1. Add others to your CONTACTS one by one

€ Step 1: Type in Apartment Name, Apartment No and Apartment IP.

€ Step 2: Click Submit.

2. Add others to your CONTACTS at one blow

€ Step 1: Click Export file to have a standard file or you can make one by yourself.

€ Step 2: Open the file you have downloaded and type in Apartment Name, Apartment No
19
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and Apartment IP.
€ Step 3: Select the file you have just filled in and upload it.

Phonebook Settings

Apartment [
Name:
Apartment :
No.:
Apartment [ |
IP:
| s | s | [Upload]
Apartment Name |Apartment No._? Apartment IP
Vincent 101 192.168.1.2
Kevin 102 192.168.1.3
Cathy J201 [192.168.1.4
Levi 202 [192.168.1.5
Eric 301 1[192.168.1.6
Charming 302 192.168.1.7
\Yvonne 401 [192.168.1.8
Wzhcm 402 192.168.1.9
Quyen 501 [192.168.1.10
Tina 502 [192.168.1.11
[Export file]

7.9 Debug Settings

1. Tcpdump

€ Tcpdump is acommon packet analyzer that runs under the command line. It allows the user to
display TCP/IP and other packets being transmitted or received over a network to which the
computer is attached. Distributed under the BSD license, tcpdump is free software.

€ Click Start and operate your device to find out problems occurred. Click Stop after operating,
you can click export to have the file which will assist you or engineer to analyze what goes
wrong of your device.

2. Logcat

€ Logcat is a command-line tool that dumps a log of system messages, including stack traces
when the device throws an error and messages that you have written from your app with the
Log class.

€ Click Start and operate your device to find out problems occurred. Click Stop after operating,
you can click export to have the file which will assist you or engineer to analyze what goes
wrong of your device.

20
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Main
Network
Device
Access
voIP
Forward
Advanced
PhoneBook
Debug |

Logout

Tcpdump

Logcat

7.10 Logout Settings

1. Click Submit to logout Web Settings.

Main
Network
Device
Access
voIP
Forward
Advanced

PhoneBook
Debug

Logout i

User Logout

Please click [Submit] to logout user!
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