EZTools 3.0

User Manual

User Manual: V1.05



Disclaimer and Safety Warnings

Copyright Statement

©2011-2025 Zhejiang Uniview Technologies Co., Ltd. All rights reserved.

No part of this manual may be copied, reproduced, translated or distributed in any form or by any means
without prior consent in writing from Zhejiang Uniview Technologies Co., Ltd (referred to as Uniview or
us hereafter).

The product described in this manual may contain proprietary software owned by Uniview and its possible
licensors. Unless permitted by Uniview and its licensors, no one is allowed to copy, distribute, modify,
abstract, decompile, disassemble, decrypt, reverse engineer, rent, transfer, or sublicense the software in
any form or by any means.

Trademark Acknowledgements

—_

unv are trademarks or registered trademarks of Uniview.

All other trademarks, products, services and companies in this manual or the product described in this

manual are the property of their respective owners.

Export Compliance Statement

Uniview complies with applicable export control laws and regulations worldwide, including that of the

People's Republic of China and the United States, and abides by relevant regulations relating to the export,

re-export and transfer of hardware, software and technology. Regarding the product described in this

manual, Uniview asks you to fully understand and strictly abide by the applicable export laws and

regulations worldwide.

Privacy Protection Reminder

Uniview complies with appropriate privacy protection laws and is committed to protecting user privacy.

You may want to read our full privacy policy at our website and get to know the ways we process your

personal information. Please be aware, using the product described in this manual may involve the

collection of personal information such as face, fingerprint, license plate number, email, phone number,

GPS. Please abide by your local laws and regulations while using the product.

About This Manual

® This manual is intended for multiple product models, and the photos, illustrations, descriptions, etc, in
this manual may be different from the actual appearances, functions, features, etc, of the product.

® This manual is intended for multiple software versions, and the illustrations and descriptions in this
manual may be different from the actual GUI and functions of the software.

® Despite our best efforts, technical or typographical errors may exist in this manual. Uniview cannot be
held responsible for any such errors and reserves the right to change the manual without prior notice.

® Users are fully responsible for the damages and losses that arise due to improper operation.

® Uniview reserves the right to change any information in this manual without any prior notice or
indication. Due to such reasons as product version upgrade or regulatory requirement of relevant

regions, this manual will be periodically updated.



Contents

ST ce s I3 o iTe] s RET T T T TP 1
2 PrOJECt MaNAQEMIENE:++++sssssssssssssuunuuuuuuuuus 2
2.1 A PIOJECE - -+ v e e e e e ettt 2
2.2 SWILCH PFOJECE ++++ e ettt 2
2.3 IMANAGE PLOJECES ++++ -+t ttttt ittt e et 3
3 DEVICE MANAGEIMENL -+ -+« s eerrreettmte ettt 3
I (s 0 L Yo T T PP 3
3.1.1 Save Device from Default PrOJECE:««««««««« s ssrrrrrrrriiaaiaiiiiiiii e 3
31,2 AULO SEAICH «+vxterentenentt ettt et ettt ettt et e ettt ettt ettt 4
3.1.3 AAd DEVICE MANUAILY - -+ eetmeeett e e 5

3.2 BASIC OPEIALIONS  «+++ st trrtttttteaa ettt 6
3.2, 1 it DEVICE « v+ vvrrerrenrnenentnan ettt ettt et ettt et 6
3.2.2 ViEW DEVICE DELAIIS <+ v v cnreeremrneenannanat et ettt et e et e et e e aeaenenaeaenanaenes 6
3.2.3 CONFIGUIE ClOUA SEIVICE -+ ++++++xxrrrrrrteeaaaaiiiiitit ittt 6
3.2.4 ACCESS DEVICE'S WED INEEITACE -+ -+ cxtrrrenrnmnentnntnatae et tnetaeeenaeenenaeenenaens 8
B.2.5 Play LiVE V@O -+« v vvvrereeeaaniittttiiii e 8
3.2.6 DEIELE DEVICE «++ e e enreerentuananatae ettt ettt ettt et e e atis h e et en et e e aaes 8

3.3 Change DEVICE PASSWOIT -+ rrrrrrerataeaaaaests e 8
3.4 MOdify NETWOIK PArAMELEIS ««««««xtteeessssstttttiiiittaaii bbbt 9
B L MOy et 9
3.4.2 Batch IMport MOGIfICAtIONS ««««««««xxrrrrrrrrrrrrriiiiiiiiiiiii i 10

3.5 SYSIEM CONFIGUIALION -+ -+t reetrt ettt 11
3.5, 1 RESTAIT DEVICE «+ v e e rerererenmneenetneenete et et et e e et ren e aeeaaeaenees 11
3.5.2 RESTOIE DEFAUILS « -+« cecrereeerentnanetnanetnetae ettt ettt aen et anenaeenees 11
3.5.3 RESLOre FaCtOry DEFAUIS -+ +«xxrrrrrttttaaiiiiiiiiiii ittt 11
3.5.4 DEVICE MAINTENANCE « -+« cxrerererenemenmnaneenetaeenetaeen ettt 11

3.6 EXPOIt DEVICE LISt ««++r+4sstmmmtettet et 12
3.7 OthEr OPEIALIONS «««++++++rsrtttrttttt et 12
3.7.1 SElECt MUIIPIE DEVICES -+ rtrrrrrtttttaaaai bbbttt 12
3.7.2 REFIES DEVICE LISt :«++« v e reeererenenetnanetnate ettt ettt aenanataeanaeaenaes 12
3.7.3 FIltEr DEVICES -+ v rrerrerentnnetn ettt ettt et ettt ettt n e e renens 13
374 SOI DEVICES -+ rrrerreenetnenetn ettt ettt ettt ettt 13
3.7.5 ClOAT DEVICES -+ -+ e ertererertnanetuate ittt ettt et ettt et ettt et aaaaae e 13



4 Device Configuration ................................................................................................ 13

4.1 BASIC OPEIALIONS ++++++rrttesstrrtttat sttt ettt 13

4.2 BASIC CONFIGUIALION «««rtteer sttt 13

4.3 AVANCEA CONFIGUIALION -+ -+« xrreeerremtteea ittt 18

4.4 MOGify DEVICE NAMES «++++++xrrrttesmtrtttaa ittt 24

4.5 MOTIfY OSDIS -+« rrreettteetaestttt bttt 25

4.6 BUIlAING CONFIGUIALION ++++++++xxrrteesstmtte ettt 26

4.7 SEIVEE CONFIG -+ttt ettt ettt 27

4.8 Display and CONrol CONFIGUIALION -« «««++++xxrrrrrrtrttaaaaa bbbt 28

5 NVR Channel ManagMent:«»««c«screeesimmmmmiieeinniessnnnmmmmmm i 29
5.1 ACQD NVR CRANNE] -+« ccen et ettt ettt ettt ettt et et ettt et et e et et et e e e eaaens 29

5.2 DEIEtE NVR CRAMNE] -+« -+« reeenenenetatan et ettt a et et e et et e e e e et ea e aeneeanaenes 29

6 CapACIty CalCUIAtION «+++++++srreteersueessiiininimiiettineesssniinnstieessniessssiaisstieensitesssisasssseeees 30
6.1 A DEVICES FOr CalCUIALION -+« «x -+ rerereneneeenenenee et en e aeeeeaaeaa e eeaenaenaeanaenaenes 30

5.2 CaAlCUIAtE RETENTION THMIE -+« e cecrerrrerrerenaenenenenaenee et eaen et et e e e eeaeaaenaenenaanaenes 31

5.3 CalCUIALE DISKS NEEOEM -+ -+ xxcexenrntnntntnenetat ittt ettt ettt et e ittt eaenaen 33

6.4 OtNET OPEIALIONS «++«+rrrt+ s rrrrtaaattttt e ettt 35

7 UDOTALIE COMEET e+ttt setttssaaansntnesssnsessssssasasstusssssnssssssasssastssssstssessssasssastrasssiessssssasasssens 36
7.1:UpGrade CONFIGUIATION «++++««xrrreerrrrrreeaatittt ettt b e 36

7.2 SOIULION UPGIAGE -+ «xvrreerrerrreeaatitt ittt 37
7.2.1 EMPlOYMEN SCENAMO (WAN) -+« rctttteeaannttmtiiit et 37

7.2.2 DeploymMENt SCENATIO (LAN) «+ - +xxrrrtettnrittatitiit et 39

7.2.3 Non-Deployment SCENAMO (WAN) ««««++xxxrrttaamtmtitaaaiiriit e 40

7.2.4 NON-Deployment SCENAMO (LAN) «««+«« - rrrrmrrrrtttaaaaaiitii ittt 41

7.2.5 EXPOIt UPGrade REPOIt -+« «x«crtesrrrrmraatniiitasiitiie et 42

7.3 CUSEOM UPQGIAOE -+« vrreerserreeeaattt ettt 42
7.3.1 UPGradE DEVICE «++++vvrrersrmrrteatitit ettt 42
7.3.2.UPGrade CRANN@! ««««««e s srrreteammintit et 45

7.3.3 CaANCEI UPGIAOE -+« v vvrreerrmrretaamittt ettt e 45

7.3.4 EXPOIt UPGrade REPOIt -+« «+«rttetrstrtttatiiiiiia ittt 45

8 ClieNt CONFIGUIALION «+ -+ttt ettt 46
O APPIICALION CONMEEE -+ -+ 46



1 Introduction

This tool is used to manage and configure IPCs, NVRs, display control devices, access control
devices, door stations, indoor stations, etc. on local area network (LAN). Major functions are listed
in the table below.

@ NOTE!

e Display control devices only support login, changing password, modification of network
parameters, and local upgrade. EC encoders also support channel configuration.

¢ Indoor stations not support changing password, restarting, restoring defaults, restoring
factory defaults, importing/exporting configuration, basic configuration.

Item Function

Project Create projects and manage devices by project.
Management

Add Device ® Save Device from Default Project

® Auto Search: Automatically searches for devices within a specified network segment.
® Add Device Manually: Searches for a device with a known IP address.

Basic Operations Basic operations include:

® Edit device settings

® View device details

® Configure the cloud service

® Access a device's web interface

® Export device list
Change Device | Change a device's login password.
Password
Modify Network | Modify a device’s network parameters.
Parameters
System System configuration include:
Configuration ® Restart device

® Restore defaults

® Restore factory defaults

® Perform device maintenance
Device ® Basic Configuration: Configure the device name, system time, network, DNS, port,

Configuration SNMP and ONVIF for a device.
® Advanced Configuration: Configure image, encoding, OSD, audio, and motion
detection for a channel.

NVR Channel | Adds or deletes cameras connected to an NVR (also referred to as NVR channels).
Management

Capacity Calculates the required hard disk space, number of hard disks, and recording time.
Calculation

Upgrade Center ® Solution Upgrade: Upgrade the versions of devices within the solution based on the

solution matching relationship. This function is only available for devices that have
been added to the client.

® Custom Upgrade: Select devices for upgrade as needed. Template upgrade, online
upgrade, and file upgrade are supported.

Application Center Provides a portal through which users can conveniently download, install, and upgrade
other applications.




Note: Before you start, make sure your devices and the computer running this tool are connected
by a network.

Interface Global Operations

® Click the buttons in the top right corner:

Icon Description

English Switch the client language.

Client Configuration.

View user manual, FAQs, open source notices and update information.

® To resize the interface, press and hold the left mouse button on - at lower-right corner and
drag to the desired size.

Project Management

2.1

2.2

Create projects and manage devices by project.

The system includes a default project that automatically searches for and adds devices each time
the client is launched. You can create new projects and save devices from the default project to
your custom projects.

Add Project

1. Click E® next to Project Management in the upper-left corner.

Add Project

* Project Name

Remarks

2. Set a custom project name and enter remarks as needed.
3. Click OK.

Switch Project

Select a project from the drop-down list in the upper-left corner to enter the project. Functions
within the tool are only applicable to the devices in the selected project.



Project —
! Management — +

Default Project
Default Project
Project 1

Project 2

= NOTE!
E Switching the project will interrupt the ongoing upgrade or download task(s).

2.3 Manage Projects

Click = next to Project Management to view the existing projects. You can perform operations
such as add, edit, and delete.

Project List

- Add Project [ Delete
N Project Name  Device Count Creation Time ~ Last Modified Time Remarks Operation
Project 1 23 2024-09-12 09:58:41 2024-10-22 21:16:23 5 & T
Project 2 39 2024-09-12 09:59:59 2024-10-22 21:16:35 8 & T

® Edit project: Click 2 in the Operation column. The Project Name and Remarks columns will

be editable. After making your changes, click on any blank area within the project list to save
your modifications.

® Delete project: Click " in the Operation column or select project(s) and click Delete.

® Switch Project: Click -~ in the Operation column to switch to the project.
® Add project: Click Add Project, set a custom project name and enter remarks as needed, and
then click OK.

3 Device Management

Add devices to projects for basic configuration.

3.1 Add Device
Choose a method to add devices.
3.1.1 Save Device from Default Project

Save devices from the default project to a custom project.

3



1. Go to the default project to view the devices added via auto search.

2. Select device(s) you want to save (all devices will be saved if none are selected).

3. Click Save Device in the upper-right corner.

3 Refresh Search ¥ Add Edit ] Delete

Modify Network Parameters ¥ 2, Bport  Selected: 2 device(s

v Device Name P Model Version

ECS-BI00-1.. 192777777 omoeen s e nenme s
Save Device (2 device(s) selected )
210235C6FC. 192
Add Project
HC131@GD. 102,
ProjectName ~ Device Gount ~ Creation Time ~
ET-7735-C@..  192|
Project 1 40 20241104 18:30:13
ET-7735-C@. 192
Project2 32 2024-11-05 10:38:57
HC191@GH 192
HC191@GH 192
PKC2841@2. 1902,
HIC28841-F.. 192
HIC28841F. E

4. Select a destination project and click OK. The selected device(s) will be

designated project.

&) Change Password

S\ SystemConfig v

© ) saeverce

Serial No. Operation Statu Operation

Last Modified Time  Remarks
2024-11-14 11:16:08 e

2024-11-14 11:16:42

(]
Ce ]

Loain failed =

Cancel

added to the

NOTE!

=

A device can be saved to multiple projects.

3.1.2 Auto Search

Set network segments for automatic search. The system can automatically search for and add
devices within the specified network segments.

5 Refresh i Search n

Modify Metwor Search 'SEt'tingi

{xport

1. Click ™ next to Search and select Search Settings. Complete the settings and click OK.

Search Settings

Search By Auto Search Specified Segment
Username admin Password ssssae
IP Address 182 | .3 192 | 3 . 200
Discovered device(s): 200
ltem Option Description

Search Mode | Auto Search

The default mode. This mode searches for devices within the same network
segment as the PC. Specifying network segments manually is not supported.

Specified
Segment

® Specify an IP segment, and the system will immediately detect the
number of devices within the segment.

® Click

to add a network segment. Up to 40 segments are allowed.




Username/Password Enter the device’s actual login username and password.
The default username/password is admin/123456.

2. Click Search. The system will automatically search for and add devices within the
corresponding segments and log in to the device.

= NOTE!
E When you modify the search settings and conduct a new search, newly discovered devices will
be added additionally without affecting the previously added devices.

3.1.3 Add Device Manually

If the device IP or IP segment is known, you can add the device manually.
1. Click Add. A page as shown below appears.

Add
Add By LI IP Range Imported File
IP Address
Port 80
Username
Passward

Add Offline Device

2. Choose a way to add devices.

» By IP: Enter the device IP address, port number, username, and password to add a device.

» By IP range: Enter the IP range, port number, username, and password to add all devices
within the IP address range.

» Import File: Click Export to export the template, then complete device information in the
template, and import the template to add the devices specified in the file. A message
appears when the import is completed. If a device failed to be added, you can click View
Failure Details to see the cause of failure. You can modify settings and then import again.

3. (Optional) Check Add Offline Device to add offline devices to the device list. The device
information will not be verified when they are added to the device list; it will be verified when
you configure the devices.

4. Click OK.



3.2 Basic Operations

3.2.1 Edit Device

Edit the device username and password saved by the tool. The username and password will be

used to access the device during subsequent configuration.
Choose a way to change the device username and password.

! Refiesh & Search v Add 5 Edit [ Delete | (3) Change Password  [\System Config
Modify Network Parameters ¥ i Export Selected 2 device(s)
¥ Device Name P Model Version MAC Serial No. Operation Statu
ECS-B300-I1.. 192161158  ECS-B300-1 NVR-B12WFI1230627  6efliTmmli85:10  210235CHCALIIS000010  Login succesded
210235C6FC... 192163178 DSM3002-HI-X_ , B2102.105340531 ATGMIOTB14 210235 1000006 ,Lijgi" felled

Operation

® Edit devices in batches: Select the devices you want to edit, click Edit. A dialog box appears.

Enter the new username and password, and then click OK.

® Edit one device: In the Operation column, click " for the device you want to edit. A dialog

box appears. Enter the new username and password, and then click OK.

= NOTE!
After modification, the device will log in automatically.

3.2.2 View Device Detalils

Click = in the Operation column to view device details, including device name, model, serial

number, version information, and IP address.

Details

Device Mame: IPC-E248-FW@PAEK-Z-VF
Device Model: IPC-E248-F\W

Serial Mo 210z 10115
Yersion: QIPC-B2202.10.7.240425
MAC: cd7 0eb

Part: 30

IP 192. 92

Subnet Mask: 2052562550

Gateway: 192 A

3.2.3 Configure Cloud Service

Enable/disable cloud service and the add without signup function.



=

=

® After enabling the cloud service, you can add the device to your cloud account. Then, you can
use the device by logging in to your cloud account in other applications, without the need to
repeatedly add the device.

® \When the add without signup function is enabled, you can add and use a device using the
corresponding app, without the need to sign up for a cloud account.

Click in the Operation column. A page as shown below appears.

Cloud Service (192.168.2.80)

EZCloud: on &) Off

Add Without Signup: (@) On Off

Server Address: en.ezcloud.uniview.com

Reqgister Code:

Username:

Device Status: Offline

Semnvice Agreement.  hittpdlen.ezcloud.uniview.comidochermsofservice. html

Scan QR Code: r‘ 1

Lo

Refresh

® Enable or disable the cloud (EZCloud) service for the device.
When the cloud service is enabled, you can log in to your cloud account in the app and use
the app to scan the QR code to add the device. If the device status is displayed as “online”, it
indicates the device is connected to the cloud server and can be added to your cloud account.

NOTE!

After enabling or disabling the cloud service, you need to click Refresh to update the device
status.

® Enable or disable the add without signup function for the device.
When enabled, you can use a corresponding app to scan the QR code below to add the device.
This enables you to access the device remotely from a mobile phone without requiring you to
sign up for a cloud account.

NOTE!

The add without signup function requires that the device has enabled cloud service and set a
strong password.

® Delete device: To remove a device from your cloud account, click Delete. This operation does
not affect using the device in the tool.



3.2.4 Access Device’s Web Interface

Click © in the Operation column to open the login page on the device’s web interface.

v Device Name » Model Version MAC Serial No. Operation Statu Operation
ECS-B300-I1.. 192161158  ECS-B300-11 NVR-BI2TLFIL230627  6efliTmwki@510  210235CHTL Login dd £ B O|C
210235C6FC.. 192163178  DSM3002-HI-X  B2102.155540531 CATGTRI80:14  210235CHITIR11000006 E:fmh‘bd 2 B oOolel ®

3.2.5 Play Live Video

1. Click ©“’ in the Operation column to view the live video of an online IPC or access control

v Device Name » Model Version MAC Serial No. Operation Staty Operation
ECS-B300-11.. 192161158  ECS-B300-11 NVR-BI2TLFIL230627  Gofl:TemB850  210235C Login 2 B O e
210235C6FC.. 192165178  DSM3002-HI-X  B2102.155 540531 CATCTECB0:14  210235CAFE 1211000006 Li‘:‘f'" failed 2 B O ®
Preview Live Video X

@ NOTE!

For dual-channel/multi-channel cameras, the channel 1's live view image will be displayed.

2. (Optional) Double-click the image to play in full screen.

3.2.6 Delete Device

Select the devices you want to delete, and then click Delete on the top to delete the devices from
the device list.

3 Refresh & Search | ¥ -+ Add /2 Edit (3) Change Password  [53,System Config

£ Wodify Network Parameters ¥ T, Export  Selected: 2 device(s)

v Device Name P Model Version MAC Serial No. Operation Statu Operation
ECS-B300-11.. 192161158  ECS-B300-11 NVR-BI2PHrJ1230627  6cf1:Temi:85:10  210235CEGATING000010  Login succeeded 27 [ (5
210235C6FC... 192163178 DSMS;DZ—HH( B2102.105.240531 CATHTIN:8914  210235CHT1T11000006 ;iit‘"aﬁea 2 B O Dj

3.3 Change Device Password

Change the login password for a device. After the password is changed, you need to use the new
password to access the device’s web interface.
1. Select the target device, and then click Change Password.



E NOTE!
If you select multiple devices to change passwords, make sure that the usernames and original
passwords of the selected devices are the same.

2. On the page as shown below, enter the device’s username, old password and new password.
Manage Device Password {192 "8 L5.78)
* Usermame
* Old Password
* Mew Password
Weak Medium Strong
* Confirm

Email

3. (Optional) Enter an email address for the device. The entered email address can be used to

receive a security code that is used to reset the device password in case you forget it.
4. Click OK to save the new password.

3.4 Modify Network Parameters

Modify the actual network parameters for devices on the Web interface or in batches using a
template.

3.4.1 Modify

You can modify the network parameters manually or use DHCP for automatic assignment.
1. Select the device, and then click Modify Network Parameters.
2. Choose Static or DHCP on the Modify IP page.



Modify IP (192.163.3.92)

Mode: @ Static DHCP
New IP: 192 . 1 . .92
Subnet Mask: 255 . 255 | 255 0 Gateway: 192 . 163 . 3

=) Edit Password

¥ IP(old) IP{new) Subnet Mask Gateway Usemame Password Device £

192 92 192 12 255.255.255.0 192000 01 admin b i b il Loggedir

> Static: Enter the IP (for multiple devices, enter an IP address range), subnet mask, and
gateway.

» DHCP: IP address will be assigned dynamically.

3. You can double-click on cell to modify the new IP, subnet mask, gateway, username, and
password as needed.

:—& NOTE!

The username and password are for verification purposes. Incorrect username or password will
cause the network parameter modification to fail. You can select devices and click Edit
Password to modify login passwords in batches.

4. Click OK. Check the Device Status column to see whether the modification is successful.
3.4.2 Batch Import Modifications

1. Select devices, click ¥ next to Modify Network Parameters, and then select Batch Import

Modifications.
Modify r-Jet-.-v-:nrkParametersn Export Selected: 2 device(s)
. _ Modify IP
Batch Import Modifications e
— —————— P~ Model Ve e
Export Config Export
192.115.1.245 192y15.0.245  NVR-5300-116... NVR-B5213 )
Import File Browse

PC-E244-FW... 192.117.1.242 PC-E244-FW@... CIPC-B2302

2. Click Export to export the information of the selected devices into a file.

3. Fillin the new IP address, subnet mask, gateway, username, and password for each device in
the file. Then, save the modified file.
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& E C D E F G H I J

1 [IPiold) Serial NeMaC Device TyPort .IP {new) Subnet M:zGateway Username Password

2 |192.115.121023508] c4:79:05: 101 201192, 115, 1255, 255, (192, 167, ladnin Ldminl23. |
3 192.117.12102535C6F c4:79:05: 1 801192, 117. 1255, 255, 2192, 117. ladnin admin_123 |
y, i ] I I i

Click Browse to upload the modified file.
Click OK.

o &

3.5 System Configuration
3.5.1 Restart Device

Select the devices you want to restart, click System Config > Restart Device, and then confirm.

{7 Refresh @ Search v Add &7 Edit 1] Delete %) Change Password asystemcc-nﬁg -~

Modify Network Parameters. ¥ T, Export  Selected: 2 device(s) Restart

Restore Defaults (Restore all factory default settings except network and user settings)

¥ Device Name P Model Version MAC ) ) . )
Restore Factory Defaults (Restore all factory default settings)
Maint
ECS-B300-11...  19218L358  ECS-REE-I1 NVR-BI2THIJAIM627  6ofl:Taslls10 210238 o oonanee
e P . ; . . . . PR - Login failed 5 =
210235C6FC... 192461178  DSMMMZMIX  B2102 1053 ATO(AATB1 21023 231000005, ¢ ;

3.5.2 Restore Defaults

Restoring defaults means to restore all the parameters of a device to factory defaults except
network, user, and time parameters.

Select the target devices, click System Config > Restore Defaults, and then confirm.

J Refresh & searcn | v Add ¢ Edit {i] Delete ) Change Password [EEIECRESELIENNN

Wodify Metwork Parameters ¥ T Export - Selected: 2 device(s) Restart AN\
Restore Defaylts (Restare-all factory default settings except network and user settings)
v  Device Name P Model Version MAC = - - -
Restors Factory Defaults (Restors all factory default ssttings)
, Maint
ECS-B300-11.. 19218358  ECS-BEEE-I1 NVR-BI2THT 92627  Gofl:Paglis1o 21023t oo onet
PO P . ; . o B . . . Login failed P —
210235CEFC... 92161178  DSMMMIMIX  B2102 053 cATUARTBINS 21023 231000006 ) ‘

{inc...

3.5.3 Restore Factory Defaults

Restoring defaults means to restore all the parameters of a device to factory defaults.
Select the target devices, click System Config > Restore Factory Defaults, and then confirm.

} Refresh & gearch | ¥ Add 2 Edit {iJ Delste E eI Il (5 System Config

Madify Network Parameters ¥ T Export | Selected: 2 device(s) Restart

Restore Defaults (Restore all factory default settings except network and user settings)

v Device Name P Model Version MAC . . . .
Restore Factory Defaults (Restore all factory default settings)
Maints
ECS-B300-M... 192781958  ECS-HIZE-I NVR-BI2TET 15080627 6oflfwal#isid0 21023 o
Login failed 5 =
210235C6FC.. 192161178 — DSMNEEMIX  B2102 40531 CATOLAATBINS 21023 231000006 v B Z2 E C

(inc.c.

3.5.4 Device Maintenance

Device maintenance allows you to import device configurations, export diagnostic information and
configurations.

1. Select devices, click System Config > Maintenance.
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Maintenance (192 1 &1 %01)

| Diagnosis Info

Storage Path Cf Browse Export

| Config Management
Import Settings Browse mpart

Export Settings cf Browse Export

2. Perform the following operations as needed:

» Export diagnostic information, including log information and system configuration
information. Click Browse, specify the destination, and then click Export. The diagnostic
information will be saved as a .csv file to the specified location on your computer.

» Import configuration: Import a local configuration file into a device to replace the existing
configuration file and change the device’s configuration. Click Browse, locate the
configuration file, and then click Import.

» Export configuration: Export the system configuration file of a device to a local folder for
backup. Click Browse, specify the destination, and then click Export.

3.6 Export Device List

Export device information including device name, IP address, model, version information, MAC
address, and serial number to a .csv file.

Select the devices from the list, click Export, choose the destination, and then click Save to export
information of the selected devices.

Modify Network Parameters « Export Selected: 2 device(s)

v Device Name P~ Model Version MAC Serial No. Operation Statu
IPC-H244@P... 102.115.1.189  IPC-H244@PE... GIPC-B6207.1.75.L01.22... 6c:f1:7e7d:32:55 210235C5X5321A000046 Login succeeded
NVR-5300-11... 192.115.1.245  NVR-5300-116... NVR-B3213.2.15.241115 c4:79:05:98:34:b9  210235C8JD3246000001 Login succeeded

3.7 Other Operations
3.7.1 Select Multiple Devices

Select devices one by one or select multiple devices by click-and-drag. The total number of devices
and the number of devices selected will be displayed on top of the device list.

3.7.2 Refresh Device List

Click Refresh to refresh the login status and device information of the added devices.

If no devices are selected, this operation will apply to all devices in the list. If you have selected
device(s), this operation will only apply to those selected devices.
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3.7.3 Filter Devices

Select device types or enter keywords to filter the device list by device name, IP, device model,
version information, serial number, and operation status. To clear the keywords you have input,

click
Device Type IPC NVR Display C Keyword 300
Refresh Search v Add Edit Delete Change Password System Config
Madify Network Parameters = Export Selected: 0 device(s)
v Device Name P~ Model Version MAC Serial No. Operation Statu
NVR-5300-11... 192.115.1.245  NVR-5300-116... NVR-B5213.2.15.241113 c4:79:05:98:34:b9  210235C8)D3246000001 Login succeeded

3.7.4 Sort Devices

Sort column contents in the device list in ascending or descending order by clicking a header:
Device Name, IP, Device Model, Version Information, MAC, Serial Number, Operation, and
Operation Status.

3.7.5 Clear Devices

In a custom project, you can click Clear in the upper-right corner to clear all devices under the
project.

4 Device Configuration

4.1 Basic Operations

Click the corresponding icon the Operation column to perform the following operations:

() : View Device Details
() : Configure Cloud Service
() : Access Device’s Web Interface

4.2 Basic Configuration

= NOTE!
This function is only available to IPCs, NVRs, and ECs.

1. Device Name

Change device name.

@ NOTE!

The device name appears only when one device is selected.

1. Enter the new name.
Device Mame HIC5621@DH-FA
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2. Click Save.

2. Time

Choose a way to change the device’s time zone and system time.
» Change manually: Manually change the time zone and system time.

»  Sync with computer time: Click Sync with Computer Time to sync the device’s system time
with the computer’s system time.

Time Zone (UTC+00:00)London, Dublin, Lisbon
System Time 2023-6-21 02:04:54 : Sync with Computer Time
Auto Update in & Off

» Enable Auto Update: Set the NTP server address (IP or domain name), port, and update
interval, and the device’s system time will automatically synchronize with the NTP server time.

Time Zone (UTC+08:00)Beijing, Hong Kong,Urumgi,Singapore, Taipei, P
System Time 2025-5-27 10:30:49
Auto Update &) 0n Off
MNTF Server Address 192115.9.3
MTP Port 123
Update Interval 10m
3. Network

Modify a device’s network configuration.

@ NOTE!

The network configuration appears only when one device is selected.

1. Configure the IP obtainment mode, network type, IP address, operating mode, subnet mask,
and gateway. An NVR also allows the selection of a network interface. The specific
configuration options are subject to the actual user interface.

IP Obtain Mode Static IP Address Port Type Copper Port
IP Address 192 . 168 . 2 64 Operating Mode

Subnet Mask 255 255 . 0 0

Gateway 192 . 168 . 2 1
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2. Click Save.
4. DNS

Configure the domain name server.
1. Modify the preferred DNS server address and alternate DNS server address.

The preferred DNS address is used when the preferred DNS is functioning properly. When the
preferred DNS server is unavailable, the alternate DNS server address is activated
automatically to ensure uninterrupted network operation.

Preferred DMNS Server 3 . 8 . 8 8
Alternate DMS Server g . 8 . 4

2. Click Save.

5. Port

Configure device port.
1. Change the HTTPS port and the HTTP port.

HTTPS Port 443

HTTF Port a0

2. Click Save.
6. SNMP

SNMP is used to monitor device status and locate device faults.
1. Click Enable to enable SNMP.
2. Choose an SNMP type: SNMPv2 or SNMPv3.

» (Recommended) SNMPv3

When the network security level is low, SNMPV3 is recommended due to its high level of
security. SNMPv3 uses username and password authentication and DES encryption to
provide a higher level of security.
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SMMP & On Off

SMMP Type SHMPY3
Lsername admin
Authentication Mode MO5

Authentication Password

Caonfirm Authentication Password

Encryption Mode DES

Encryption Password

Canfirm Encryption Passwaord

Parameter Description

SNMP Type The default is SNMPv3.

Authentication Password Used to verify packets sent from the device.
Confirm Authentication | Re-enter the authentication password.
Password

Encryption Password Used to encrypt data sent from the device.
Confirm Encryption Password Re-enter the encryption password.

> SNMPv2

SNMPV2 is allowed when the network security level is high. SNMPv2 uses community
string authentication and thus is less secure than SNMPv3.

SMMP ® On Off
SMNMP Type SMNMPv2
Read Community TestO0
Parameter Description
SNMP Type Choose SNMPv2. A message appears to remind you of security risks. Click OK to
proceed.
Read Community Set SNMP read-only community name to enable the management end to verify
messages from the device. After successful authentication, SNMP messages with that
community name can be received.

16



7. ONVIF

Configure IPC authentication mode.
Authentication Mode ®) Standard Compatible

® Standard: Uses the ONVIF-recommended authentication mode.
® Compatible: Uses the device’s current authentication mode.

8. Storage
Configure the storage card (SD card) for IPC.

Format Storage Card | Format |

Storage Resource Status | View Details |

| Yideo Storage Configuration

Storage Policy Manual Recording & Alarm Recording
Storage Stream Main Stream
Configuration Description

Format Storage Card | Click Format and confirm the operation to format the storage card. The IPC will restart
during the formatting process.

Storage  Resource | Click View Details to view the storage resource status, remaining capacity, and total
Status capacity.
Storage Resource Status

Device Name Status Remaining C: Total Capacity(

IPC2ABS-FW-PAKCF40-V1-DT No exists

IPC-B3A4-PW@PAEK-IR3-F28-TK-VG Noraml 3 14

TIC26215R-F3-4F4AC-VD No exists

IPC-L244-WH@PEKF60-CA No exists

IPC21245R3-DPF60 No exists

Total8 £ > 100 per page Go To 1 Page

Video Storage | ® Storage Policy: Manual Recording & Alarm Recording, Scheduled Recording &
Configuration Alarm Recordings, or Alarm Recording Only.

® Storage Stream: Main Stream or Sub Stream.
Click Save for the configuration to take effect.
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4.3 Advanced Configuration

Advanced configuration includes images, encoding format, OSD, audio, motion detection, and
intelligent server parameters of IPCs and NVR channels. The parameters displayed may vary
depending on the device model.

W NOTE!

The EC encoder channel only supports the configuration of image, encoding, and OSD
parameters.

1. Image

Configure image parameters include display effects, image enhancement, scene, exposure, smart
illumination, and white balance.

Scenes
Mode Single Scene
Select Scene Common

Exposure

Exposure Mode Automatic
Image Enhancement Shutter 11100
Brightness —) 128 Gain(dB) 0
Saturation —) 128 Slow Shutter on (@ of
Contrast —) 128 Slowest Shutter 112
Sharpness -0 128 Compensation —) 0
2D NR — 128 Day8Night Mode Automatic
DNR -0 128 Day&Night Sensitivity Medium
Image Rotation  Mormal Day&Night Switching(: 3
WDR Off

Get Configuration Restore Default

Operations:

® View display effects: You can view live video while adjusting image settings. The adjustments
take effect immediately, allowing you to see the changes in real time. You can double-click the
image to maximize it to full screen; double-click again to restore.

® Restore defaults: Click Restore Default to restore the default settings.
® Obtain configuration: Click Get Configuration to obtain the latest parameters from the device.

To apply different scenes during different time periods, choose Multiple Scenes from the Mode
drop-down list, set the scene type, schedule, illumination, and elevation for each scene, and
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then select Enable Scene Schedule. When the conditions set for the schedule, illumination,
and elevation range are met at the same time, the selected scene will be applied. If the

conditions are not met, the default scene will be used (with displayed in the Operation

column). Clicking in the Operation column will set the current scene as the default scene.

® Copy to Channel: Copy image settings of a channel to other channels for quick configuration.
Click Copy To, select parameters and channels, and then click Save.

Current Channel Channel 002

Channels (192.168.2.101)

| Parameters e

All

Image Enhancement Exposure Smart lllumination White Balance

| Channel e
All

Channel 2 Channel 3 Channel 4 Channel 5
Channel & Channel 7 Channel 9 Channel 10
Channel 12 Channel 12 Channel 14 Channel 15
Channel 16 Channel 17 Channel 18 Channel 19
Channel 20 Channel 23 Channel 24 Channel 26
Channel 29 Channel 30 Channel 34 Channel 35
Channel 36 Channel 37 Channel 39 Channel 40

Copy To o

Get Configuration Restore Default

@ NOTE!

The copy function only applies to channels that are connected via the private protocol.

2. Encoding

Configure encoding parameters, including capture mode, main/sub/third stream.
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Current Channel Channel 001

Capture Mode 2688=1520@60
Hain Enable Sub
Compression H.265 Compression H.265
Resolution 1920=1080{1080F) Resolution T20=576(D1)
Frame Rate(fps) 60 Frame Rate(fps) 25
Bit Rate(Kbps) 1536 [128 ~ 16384] Bit Rate(Kbps) 512 [128 ~ 16384]
Bit Rate Type VBR Bit Rate Type CBR
Image Quality Bit Rate Quality S Image Quality Bit Rate Quality
———rer—ee—— 5
| Frame Interval 50 [5 ~ 250]
U-Code Advanced Mode
GOP IP
Enable Third
. Smoathing Clear Smooth
Compression H.265 —0
Code
Resalution 252x228(CIF) Ycoae oft
Frama Rataffnec) e
Copy To
Operations:

® To apply the changes, click Save.

® To copy configuration to a channel: Copy the encoding configuration of a channel to other
channels. See Copy to Channel.

3.0SD

Configure OSD parameters. OSD refers to contents (such as text) overlaid on video images. OSD
configuration includes display effects, channel name, content style, OSD content, and display area.
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=

Current Channel Channel 001

v No.  Position Overlay OSD Content
1 Area2 222
2 |Areald 222
3 Aread 222
4 Aread 222
5 Areas 2222
Display Style
G Areal
Effect Background
7 Area’
Font Size Medium
] Aread
Font Color Eaiiiii] l:l Overlay Area2
Min.Margin Double x| ve Aligning | Left
Date Format dd/MMiyyyy
Time Format hh:mm:ss tt
Copy To
NOTE!

For EC encoder channels, the Channel Name option is not available in the OSD content list.

Operations:

® View display effects: You can view live video while adjusting image settings. The adjustments
take effect immediately, allowing you to see the changes in real time. You can double-click the
image to maximize it to full screen; double-click again to restore.

® Add or delete OSD: Adjust the OSD style on the left, and enter the OSD content in the box on
the right. The checkbox is automatically selected for the OSD content. To delete an OSD, clear
the checkbox or clear the OSD content.

® Adjust OSD position: The position of each OSD is adjustable. Click a row on the right side, the
coordinates of the OSD are displayed. Adjust the position as needed to avoid overlap.

® Use the copy function to copy the OSD configuration of a channel to other channels. See Copy
to Channel.

4. Audio
Configure audio parameters, including audio input, audio input gain, encoding format, and
sampling rate.

NOTE!
NVR channels do not support audio configuration.
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Audio Input ® On Off

Audio Input Gain 128 [0 ~ 255]
Encoding Format G71U ¥
Sampling Rate(kHz) 2 ¥

5. Motion Detection

Configure motion detection parameters. Motion detection is used to detect motion within the
detection area during a specified time period. Motion detection configuration includes:

® Enable or disable motion detection

® Draw detection area

® Configure arming schedule

® Configure alarm linkage (alarm-triggered actions)

Current Channel Channel 013 N
Mation Detection Oon ®) Off
Detection Area Arming Schedule Trigger Actions

Sensitivity LoW ™) High | 88
/7 DrawArea

] clearai

Copy To

Some parameters are described below.

Item Description

Detection You can specify detection areas by drawing on the image. The red grid indicates the detection
Area area. Click Draw Area to start drawing, and click Finish Drawing when you have finished.

Sensitivity | The higher the sensitivity, the smaller the detectable pixels, and it is easier to trigger detection
rules, but the false alarm rate will also increase accordingly. The specific value should be
determined according to the actual scene or test.

Trigger Set actions to be triggered when a motion detection alarm occurs.
Actions
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ltem Description

Arming Configure an arming schedule. The device generates alarms only during the arming schedule.

schedule

"] 2 4 (3 8 10 12 14 16 18 20 22 24 |
Mon
Tue
Wed
Thu
Fri
Sat
Sun

® Click or drag on the green area to configure the arming schedule.

® Click Edit to input precise time periods manually. After finishing the configuration, you can
click Copy to copy the arming schedule of the current day to other days.

Copy To Copy the motion detection configuration of a channel to other channels. See Copy to Channel.

6. Intelligent Server

If a device is to be connected to the intelligent server for centralized management, you need to
configure the server parameters for the device.

@ NOTE!

Only IPC supports intelligent server configuration.

The configuration may vary depending on the communication type. See the descriptions below for
details.

| Intelligent Server

L}

Senver P 0 . 0 . 0

Ln
sy
w
0

Senver Port

Platform Communication Type LMY

Camera No. HIC2641-WH@Z80-VF-B

Device Mo. EZIPCO

UNV (Persistent Connection) Parameter Description

Item Description
Camera No. Configure an identification number for the camera for device identification.
Device No. Configure a VIID code for device identification on the server.

23



I Intelligent Server

Server IP 0 . 0 . 0 . 0
Server Port 5196

Flatform Communication Type  Video&Image Database

Device ID oom

Username admin

Platform Access Code TITIT

| Video&lmage Database Settings

Coordinate Mode Percentage Mode
Connection Mode Short Connection
Report Data Type Motor Vehicle Mon-Mator Vehicle Person Face

GAJT 1400 Parameter Description

Item Description
Device ID Enter a protocol-compliant number, where, digits 11-13 must be 119.
Username Username that the device uses to access the upper-level platform.
Platform Access | Password that the device uses to access the upper-level platform.
Code
Coordinate Indicate coordinates of the detection object. The percentage mode is recommended.
Mode ® (Recommended) Percentage mode: It specifies the range of 0-10000 for the x and y
axes and uses it as a coordinate system to determine the detection object’s position
in the image.
® Pixel mode: It reports the coordinates of the horizontal and vertical pixels of the
detection object in the image to determine the detection object's position in the image.
® Normalized mode: It specifies a range of 0-1 for x and y axes and uses it as a
coordinate system to determine the detection object's position in the image.
Connection ® Short Connection: Implemented by the standard HTTP protocol, and the connection
Mode mode used between devices and the upper-level platform is determined by the upper-
level platform.
® Standard: Used only when the device is connected to a Uniview server.
Report Data | Select the types of data to be reported: motor vehicle, non-motor vehicle, person, and
Type face.

4.4 Modify Device Names

Change device names in batches by importing a .csv file containing the modified device names.
You need to export a file containing the current device names first.

1. Select the target devices, click Modify Device Name. A page as shown below appears.
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2. Click Export to export a template file containing information of the selected devices, including
IP, serial number, device type, and device name.

0sD

Export Template: Export

Impaort File: Browse

Modify the device names in the file, and then save the changes.
Click Browse to select the file.

Click OK. The current device names will be replaced by the device names contained in the
imported .csv file.

4.5 Modify OSDs

Change device OSDs in batches by importing a .csv file containing the modified OSD configuration.
You need to export the current OSD configuration first.

@ NOTE!

Only IPCs and EC encoders support changing OSDs in batches.

1. Select the target devices, click Modify OSD. A page as shown below appears.
2. Click Export to export a template file containing the current OSD configuration of the selected
devices.

0sD

Export Template: Export

Impaort File: Browse

Modify the OSD configuration in the file, and then save the changes.
Click Browse to select the file.

5. Click OK. The current OSDs will be modified based on the OSD configuration contained in the
imported file.
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4.6 Building Configuration

Import a template to configure location linkage relationships for door stations, indoor stations, zone
stations, and management stations in batches. After configuration, the device can conduct video
intercom with devices it is linked with.

1. Ensure that door stations, indoor stations, and zone stations have been added to the system
(management stations don’t need to be added beforehand; their locations will be configured
based on their relation with other devices).

2. Complete the information in the template.
() Click Building Config > Download Template to download the template locally.
(2) Fill in the device and location information in the template.

i E (o' D E F E E OV T K L
1 |Serial No.IF(¥) Subnet Mask(Gateway (4 "Device Type(liResidential Phase Euilding Unit Room Extension Linked Door Statien Button Ne.
2 192, 169, 1255, 255, 255, 192, 169, 1Dcor Station 1 1 1 1
3 192,169, 1255, 255, 255, 192, 165, 1Indoor Station 1 1 1 1 101 1
4 192.16%. 1255, 255, 286. 192, 165, 1Tndoor Station 1 1 1 1 102 2
8
&

:& NOTE!

¢ Items marked with an asterisk (*) are required.
e Device serial number is optional.

o If the serial number is provided, the device will be matched based on it. If the serial
number in the template matches an added device but has different network information,
the device’s network information will be modified according to the template.

o If the serial number is not provided, the device will be matched based on IP address.
e Device type must be one of the types listed in the template header.
e Location information requirements:
o Management station: Residential Compound/Phase are required; leave other fields blank.

o Zone station: Residential Compound/Phase are required; Extension Station is optional;
leave other fields blank.

o Door station: Residential Compound/Phase/Building/Unit are required; Extension Station is
optional; leave other fields blank.

o Indoor station: Residential Compound/Phase/Building/Unit/Room are required; Extension
Station is optional.

¢ If the door station has multiple buttons, please fill in the linked door station button number in
the corresponding indoor station row. Each door station button can be linked to only one
indoor station. Once linked, the door station can call the indoor station by pressing the linked
button.

¢ Inthe template, it is necessary to fill in information for all the devices that are related. For
example, if an outdoor station is related to three indoor stations, then you need to fill in
information for both the outdoor station and the three indoor stations; otherwise, only the
location information of the devices will be configured; their relations will not.

(3) Save the modified template.
3. Import the template.

(1) Select devices in the list that you want to import location information for (must be devices
listed in the template).

(2) Click Building Config > Import. Upload the modified template from local. The import result
is displayed.
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(3) When imported successfully, the operation status will be displayed as “Related devices
configured successfully”.

Basic Config Advanced Config 2 Modify Device Name &9 Modity 0SD RURN:TTETL TSN (50) Display and Control Config

= senverconfig v | Selected: 2 device(s Download Template

v Device Name P Model Version MAC Serial No. Operation Status
ET-B33H-M@R 19216077238 ET-BIiH-M QPTS-B2 WorkM...  6cfl: :28:18 210235 A000129 Related devices configured successfully. ke
EI-3715-H-ZD...  192.14 239 EI-3716-8-ZD VIC-B32 1231130 479 3:30 210235 2000015 Related devices configured successfully. T

= NOTE!
E To modify location information, update the template locally and re-upload it.

4.7 Server Config

Change the server configuration for IPC(s) by importing a .csv file containing the modified server
configuration. You need to export the current server configuration first.

1. Select the IPC(s) for which you want to modify the server configuration, click Server Config,
and then select Management Server or Intelligent Server.

2. Export the current device configuration information into a .csv file.
» Management Server: Select the management protocol, and click Export.

Management Server

Protocol GBIT28181
Export Config Export
Import File Browse

> Intelligent Server: Select the platform communication type, and click Export.

Intelligent Server

Flatform .

Communication =T

Export Config Export

Import File Browse

3. After modifying the file locally, click Browse to select the modified file.

4. Click OK. After importing successfully, the server configuration of the device will be modified
based on the server configuration contained in the imported file.
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4.8 Display and Control Configuration

Set the function mode for display control device (distributed output node) as KVM node or splicing
node. You can also set any of the output nodes as the management node (used to manage the
whole display control system).

1. Select the device type as Display Control Device in the upper-left corner to filter all display
control devices.

Total device(s) English
Device Type Display C Keyword
Basic Config Advanced Config Modify Device Name Maodify 0SD Building Config w Display and Control Config
Server Config selected: 0 device(s) ;
v Device Name P~ Model Version MAC Serial No. Operation Statu Operation
210235CEYY... 192.115.2171 DSM3001-UHE-X  B2105.15.0.240816 ©4:79:05:1a:07:87 210235C6YY3234000004 Login succeeded
210235C446... 192.115.2177 ADUB712 B8712.51.70.221015 48:ea:63:f3:85:be 210235C4463203000005 :_I:?m failed
210235C63G... 192.115.2.188 ADUBT712-E@V3 B8720.9.54.240704 Geif1:Teice:59:b4 210235C63G3226000010 h:gm failed
210235C6FC... 192.115.2.201 DSM3001-HI-X B2102.17.15.250414 c4:79:05:7b:eb6:6f 210235C6FC3243000001 h:?m faled T
210235C6FC... 192.115.2.202 DSM3001-HI-X B2102.17.15.250414 c4:79:05:7b:e6:70 210235C6FC3243000002 h:gm failed T
2. Click Display and Control Config.
3. Select device(s) and use the buttons above the list for batch configuration.
Display and Control Config
Enable Management Disable Management Splicing Mode KWW Mode Refresh
+ Device Name IP ~ Model Managemeni Mode Neiwork Porl  Staius
D3M3001-UH... 192.115.2.171 DSM3001-UHE-X Enabled Splicing Mode 100M FULL Login succeeded
ADUST12_19.. 1921152177  ADUSBT1Z2 - - 100M HALF Login failedidevice offline)
ADUSBT12-E@... 1921152188  ADUBT12-E@V3 - - 100M HALF Login failedidevice offline)
D3M3001-HI-... 192.115.2.201 DSM3001-HI-X - - 100M HALF Login failedidevice offline)
D3M3001-HI-... 1921152202  DSM3001-HI-X - - 100M HALF Login failedidevice offline)

@ NOTE!

The device will restart during mode configuration.

> Enable Management: Set the selected device(s) as the management node. Once
configured, the Management Status for the device is Enabled, and you can log in to the
display control management client via the device IP.

» Disable Management: Disable the management function for the selected device(s).

» Splicing Mode: Set the selected device(s) as the splicing mode. In this mode, the device
connects with the screen and supports screen splicing management.
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» KVM Mode: Set the selected device(s) as the KVM mode. In this mode, the device
connects with the KVM display screen and supports KVM management control.

> Refresh: Refresh the device status.

5 NVR Channel Management

Add or delete NVR channels.

5.1 Add NVR Channel

1. Click the NVR Channel Management tab on the main page.
2. Choose a way to add NVR channels:
> Select and add: Select the target IPCs in the IPC list, select the target NVR in the NVR
list, and then click Import. The selected IPCs will be added as channels to the specified
NVR.

1PC:5 NVR: 1 Add Delete Refresh

B0 &= rc
Owr
\orIPC 192.168.2.170

2% NVR308-64E-B_192.168.2.101

Yo IPC 192.168.2.189
[ Yo IPC 192.168.2.247
O e

» Add manually: Select the target NVR, click Add. On the pop-up page, complete
information for the IPC you want to add, and then click OK. The IPC will be added as a
channel to the NVR.

@ NOTE!

¢ Inthe IPC list, orange indicates IPCs that have been added to the NVR.
¢ Inthe NVR list, blue indicates the newly added channels.

5.2 Delete NVR Channel

Delete NVR Channel
® Delete channels in batches: Select multiple channels under an NVR, and then click Delete.
The selected channels will be deleted.
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NVR: 1 Add

E [ g NVR308-64E-B_192.168.2.101
‘uy 192.168.2.182 80
Yoy 192.168.2.80 80
s 192.168.2.64 80
[ % 192.168.2.142 80

] Yo’ 192.168.2.140 65535

Delete

Refresh

® Delete one channel: Hover over the channel you want to delete, and then click 1l to delete it.

[ Y 192.168.2.137 80

6 Capacity Calculation

Calculate the allowed recording time or required hard disk space to facilitate capacity configuration.

6.1 Add Devices for.Calculation

1. Click the Calculation tab.
2. Choose a way to add devices for calculation:

» Click Add. On the page as shown below, configure the parameters as needed, and then
click OK. The tool will calculate based on the settings you provided.
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Add

Channel Mumber 1 .
Compression H.264

Resolution 1920=1080(1080F)

Frame Rate 25

U-Code Off

Environmental Complexity | Medium

Bit Rate(kKbps) 4096

Best Bit Rate(Kbps) 4096

» Click Search, and then select the devices for which you want to calculate. The tool will
calculate based on the actual configuration of the selected devices.

3. Repeat the above steps to add all the devices you need.

Add /7 Edit [I] Delete () SearchtoAdd
v Compression Channels Resolution Frame Ratelfps) Bit Rate(Kbps) Total Bandwidth(Kbps)
H.264 1 1920=1080(10... 25 4096 4096

6.2 Calculate Retention Time

Select the devices from the list, and then click the Calculate Retention Time tab on the right.
Choose Disk Mode or RAID Mode. The tool will calculate retention time for the selected mode.

® Disk mode: Set the daily recording time and disk capacity. The number of days allowed for
recording will be displayed below.
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Calculate Days Calculate Disks

Diaily Recording Time:

O 24 ~  Hour(s)

®) Disk Mode () RAID Mode
Disk Capacity:
2 * (@718 ()GB

| Isable Space: 1862.6 GB

Recording Time:

44 o

® RAID mode: Set the daily recording time, RAID type (0/1/5/6), RAID disk capacity and quantity.
The number of days allowed for recording will be displayed below.
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Calculate Days Calculate Disks

Daily Recording Time:

O 24 ~ Hour(s)

Space Meeded:42 2 GB

) Disk Mode &) RAID Mode
Disk Capacity:

2 C (eTB (GCB

RAID Type: RAID O ¥
RAID Disks: 1

o

Usable Space: 1862.6 GB

Recording Time:

44 oo

6.3 Calculate Disks Needed

Select devices from the list, and then click the Calculate Needed Disks tab on the right. Choose
Disk Mode or RAID Mode. The tool will calculate the required number of disks for the selected
mode.

® Disk mode: Set the retention days, daily recording time, disk capacity. The required number of
disks will be displayed below.
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Calculate Days Calculate Disks

Retention Time:

| Day(s)

Daily Recording Time:

O 24 ~  Hour(s)

Space Meeded 42 2 GB

®) Disk Mode () RAID Mode
Disk Capacity:

2 © (@TB()GB
Disks Meeded: Usable Space: 1862.6 GB

® RAID mode: Set the daily recording time, retention days, RAID disk capacity, and RAID type.
The required number of RAID disks will be displayed below.
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Calculate Days |Ca|u::u|ate Disks |

Retention Time:

1 Dayis)

Daily Recording Time:

() 24 : Hour(s)

Space Meeded:42 2 GB

() Disk Mode ®) RAID Mode

Disk Capacity:

2 e TB () GB

RAID Type: RAID O M

RAID Disks: Usable Space: 1862.6 GB

1 Disks

6.4 Other Operations

Edit or delete the devices that have been added for calculation.
Edit
1. Select the devices you want to edit, and then click Edit.

-+ Add /7 Edit 1] Delete () SearchtoAdd

~

W Compression Channels Resolution Frame Rate(fps) Bit Rate(Kbps) Total Bandwidth(Kbps)

H.264 1 1920x1080(10... 25 4096 4096

2. Modify the parameters as needed.
3. Click OK.

Delete
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Select the devices you want to delete, and then click Delete.

7 Upgrade Center

Upgrade versions for devices and channels.
7.1 Upgrade Configuration
Set the maximum number of devices that can be upgraded simultaneously and an upgrade period.

1. Click in the top right corner. A page as shown below appears, select Upgrade Config tab.

Client Configuration

Upgrade Config 2 | Auto Upgrade Detection:
Storage Path Config b Auto Upgrade Detection  Note: Auto detection will start after device import or software startup.
Device Save Prompt » | MaxUpgrades

Max. Simultaneous Upgrades: 10

| Upgrade Time

Upgrade Time: 202410429 0:00 : ~ 20241029 23.59
| Online Upgrade Path
File Path: C:Wsers\PublicEZTools 3WporadeBag Browse

Cancel

2. Configure the following parameters.

» Auto Upgrade Detection: When selected, in a WAN environment, the system will
automatically detect version upgrades for devices after device import or software startup.

» Max. Simultaneous Upgrades: Enter the number of devices that can be upgraded
simultaneously. The greater the number, the higher the network requirements. The default
is 10.

» Upgrade Time: When selected, the upgrade will begin during the specified time period;
otherwise, the upgrade will start immediately. If an upgrade period is specified, make sure
the tool is running during that period. Otherwise, the upgrade will fail.

@ NOTE!

Only 1 scheduled upgrade task can be saved at a time. If there are multiple upgrade tasks, the
previous ones will be overwritten.
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» Online Upgrade Path: Click Browse, and then specify the download destination for the
upgrade packages.

3. Click OK.

7.2 Solution Upgrade

Upgrade the versions of devices within the solution based on the solution matching relationship.
This function is only available for devices that have been added to the client.
@ NOTE!
e Upgrades are supported for IPCs and NVRs that have been added to the client.

o If UMS is added to the client, devices connected to UMS via the private protocol will be
automatically synced to the client, allowing for upgrade. However, upgrading UMS is not
supported.

7.2.1 Employment Scenario (WAN)

During the initial employment, you must first manually select the solution and version number. The
system will then automatically retrieve the solution matching table, allowing you to upgrade your
devices.
1. Select an upgrade mode.
» Smart Upgrade: Upgrades the device to the highest solution version if the current device
version is lower than the lowest solution version.
» Full Upgrade: Upgrades the device to the highest solution version if the current device
version is lower than the highest solution version.
2. Choose the solution and version number to retrieve the solution matching table, which includes
the device model, lowest version, and highest version.
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NOTE!

Only manageable device types are displayed in the matching table.

Total

Select Mode & Solution

*Select Upgrade Mode ®) Smart Upgrad:

“Select Solution Guard Solution

scription

Solution Matching Table

Model

HIC98442-1R

IPC-B2A5-IR

IPC-H244

IPC-§245-FW

IPC212858-ADF28KMC-10

IPC675LFW-AX4DUPKC-VG

IPC93121-FW-AUKCF28-2F60-DT

NVR302-09E2-1Q

Upgradeable Device Count

80

Select Mode & Solution

Full Upgrade

“Select Solution Version 1.0

Guard Solution 10 View Version Details

Lowest Solution Version

QIPC-B9102.3.1.231120

GIPC-B6203.13.8.231008

GIPC-B6207.2.60.220406

GIPC-B6203.13.8.231008

GIPC-B6203.13.8.231008

GIPC-B6202.13.66.240111

CIPC-B2302.9.16.231205

NVR-B3113.38.44.240305

Click Next. The system will automatically detect upgradeable devices.

Device/Channel Name

19246018112

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

NVR302-09E2-1Q

192: 410112

NVR302-09E2-1Q

1P/Channel

1921608410
192147411

192 100
19214713101
192.1 1102
192.1 103
19214 04
1921 EL1L105
192 1EL1R115
192 B 15716
192, 128
19216110133
192.187.15.134

) e ©

Select Mode & Solution Device Upgrade

Model Current Version

NVR302-09E2-1Q NVR-B3113.37.20.230625
NVR302-09E2-1Q NVR-B3113.37.20.230625
NVR302-09E2-1Q NVR-B3113.37.20.230625
NVR302-09E2-1Q NVR-B3113.37.20.230625
NVR302-09E2-1Q NVR-B3113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625
NVR302-09E2-1Q NVR-83113.37.20.230625

Back

[Download and Upgrade

Select devices(s) and choose an option.

Option 1 (Download and Upgrade): Direct upgrade

Target Version

NVR-B3113.38.44.240305

NVR-B3113.38.44.240305

NVR-B3113.38.44.240305

NVR-B3113.38.44.240305

NVR-B3113.38.44.240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

NVR-B3113.38.44,240305

Highest Solution Version

QIPC-BY102.3.3.241120

GIPC-B5203.13.7.240429

GIPC-B6207.1.75.220406

GIPC-B6203.13.7.240420

GIPC-B6203,13,7.240429

GIPC-B6202,13.66.240111

CIPC-B2302.9.16.231205

NVR-B3113.38.44.240305

Status

Login failed (device restarting or
incorrect ..

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

Login succeeded

(1) Click Download and Upgrade and confirm the prompt to maintain network connection.

The upgrade begins.

(2) On the Upgrade Result page, view the device's current version, target version, and

upgrade status (waiting for upgrade, upgrade progress, failed, succeeded).
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Check for Updates Export Upgrade Report Retry Download RetryUpgrade  Total: 14; Upgrading: 0; Downloading: 0.

v Device/Channel Name IP/Channel Model Current Version Lowest Solution Version Highest Solution Version Target Version Oper:  Status
[8MP] IPC21285B- . .
ADF28KMC.10 1924 IPC212858-ADF28K...  GIPC-B6203.13.7.240429 GIPC-B6203,13.8.231008 GIPC-B6203,13.7.240429 GIPC-B6203,13.7.240429 Waitting for upgrade

HICAB442-IR@LX40-220-35- 192 T B ID HICO8442-IR QIPC-89102.1.68.230802 QIPC-89102.3.1.231120 QIPC-89102.3.3.241120 QIPC-89102.3.3.241120

(3) If the upgrade fails, you can click "~ for the device or select device(s) and click Retry

Upgrade.
® Option 2 (Download Upgrade): Download the upgrade package only, and upgrade the device

manually later

(1) Click Download Upgrade and confirm the prompt to maintain network connection. The
download begins.

(2) The download progress is displayed in the upper-right corner of the page.

(3) On the Download Result page, view the device's current version, target version, and
download status (waiting for download, failed, completed).

Checkfor Updates Export Upgrade Report Retry Download Retry Upgrade  Total: 14; Upgrading: 0; Downloading: 0.
v Device/Channel Name 1p/Channel Model Current Version Lowest Solution Version Highest Solution Version Target Version Oper:  Status
19216180112 192 33 NVR302-09E2-1Q NVR-B3113.37.20230625 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 NVR-B3113.38.44,240305
[PC-S245-FWGPARKIRE-Z-CA- ) 142 IPC-5245-FW/ GIPC-B6203.13.7.240429 GIPC-B6203.12.8.231008 GIPC-B6203.12.7.240429 GIPC-86203.13.7.240429 @ Download completed

» Once the download completes, you can click Upgrade to start the upgrade immediately,
or click Close to exit and upgrade later. To upgrade later, follow the steps in Option 1 (the
upgrade package won't be downloaded again).

Download Result

o Succeeded!
Download: & succeed, 0 failed.

dTo: CiWsers\Pub

[£2)

>l

m

Mote: The upgrade configuration file will also be downloaded.

Close

» For devices that failed to download, you can view the failure cause. To retry the download,
click = for the device or select device(s) and click Retry Download.

7.2.2 Deployment Scenario (LAN)

For devices on a LAN, you can switch your computer’s network to a WAN to download the upgrade

package first, and then perform the upgrade within the LAN.

Steps:

1. Connect your computer to the LAN and add the device to the client.

2. Connect your computer to the WAN. Follow Step 4 in Deployment Scenario (WAN), and click
Download Upgrade. Once the download completes, do not proceed further or close the pop-

up window.

39



Download Result

o Succeeded!
Download: 5 succeed, O failed.

ead, U
Saved To: CWsers\Pub

Mote: The upgrade configuration file will also be downloaded.

3. Reconnect to the LAN and click Upgrade in the Download Result window.

= NOTE!

E If you accidentally closed the pop-up window in Step 2, you can click Check for Updates above
the download result list, select device(s), and then click Download an Upgrade (the upgrade
package won’t be downloaded again).

7.2.3 Non-Deployment Scenario (WAN)

In non-deployment scenarios where solution configuration information is saved locally, you can
view the matching table used in the last version upgrade, get the latest solution version, and then
upgrade your devices.

1. Go to Solution Upgrade.

2. (Optional) Click Change Solution to modify the upgrade mode, solution name, and version
number. After modification, you can save and back (proceed to Step 3) or check for updates
directly (proceed to Step 5).

3. Click Get Latest Version next to the solution name to get and update to the latest released
version of the solution.

= NOTE!
& If you prefer not to use the latest solution version, you can directly click Check for Updates
above the device list to check the current device version (skip to Step 5).

Select Mode & Solution: | Smart Upgrade Suard Solution (1.0} GetLatestVersion Change Solution

Guard Solution Description

Note: UNS devices cannot be upgraded

Status Al Keyword
Check for Updates Export Upgrade Report Retry Download Retry Upgrade ~ Total: 8 Upgrading: 0; Downloading:

v Device/Channel Name 1P/Channel Model Current Version Lowest Solution Version Highest Solution Version Target Version Oper:  Status
NVR302-09E2-1Q 1927 WT AT NVR302-09E2-1Q NVR-B3113.37.20230625 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 © Download completad
NVR302-09E2-1Q 192187113100 NVR302-09E2-1Q NVR-B3113.37.20.230625 NVR-B3113.38.44.240305 NVR-B3113.38.44,240305 NVR-B3113.38.44.240305 @ Upgrade succeeded
192°% 112 19216118133 NVR302-09E2-1Q NVR-B3113.37.20.230625 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 Upgrade succeeded
192 112 1921811125 NVR302-09E2-10 NVR-B3113.37.20.230625 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 Upgrade succeeded
192181 10112 192 36 NVR302-09E2-10) NVR-B3113.37.20.230625 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 Upgrade succeeded
19z 112 192.167.02.37 NVR302-09E2-1Q NVR-B3113.37.20.230625 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 NVR-B3113.38.44.240305 Upgrade succeeded

4. After retrieving the latest solution version, select device(s), and click Check for Updates to
check the device version.
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Solution Upgrade

Guard Solution 10 Varsion Details

v Model Upgradeable Device Couni  Lowest Solution Version Highest Solution Version
HIC98442-IR 1 QIPC-B9102.3.1.231120 QIPC-B9102.3.3.241120
IPC-B2A5-IR 1 GIPC-B6203.13.8.231008 GIPC-B6203.13.7.240429
IPC-H244 2 GIPC-B6207.2.60.220406 GIPC-B6207.1.75.220406
IPC-5245-FW 1 GIPC-B6203.13.8.231008 GIPC-B6203.13.7.240429
IPC21285B-ADF28... 2 GIPC-B6203.13.8.231008 GIPC-B6203.13.7.240429
IPC&7SLPW-AX4D.., 1 GIPC-B6202.13.66.240111 GIPC-B6202.13.66.240111
IPCO3121-FW-AUK... 1 CIPC-B2302.9.16.231205 CIPC-B2302.9.16.231205

] NVR302-09F2-10) an NVR-R3113.38.44.240305 NVR-R3113.38.44 240305

Cancel

heck for Updates|

5. The system will automatically detect upgradeable devices. On the Check for Updates window,
select device(s) you want to upgrade.

Check for Updates

Total 8 device(s)

v Device/Channel Na  IP/Channel Model Current Version Target Version Status
HIC98442-IR@L-XAD- Login failed
105 _| — -
e 192,16082,30 HICo8442-1R QIPCBYI02168230802  QIPC-BOT0233241120 19T
IPC-B2A5- Login failed
T - - - -
IR@PAEK 1Ra-Fa0.vF  1921ETARISe IPC-B2AS-IR GIPC-B6203.137.240429  GIPC-B6203.13.7.240420 1971 *
Login failed
IPC-H244@PEK-FE0- 195 1411280 IPC-H244 GIPC-B6207.1.75.220406  GIPC-B6207.1.75.220406 9. 'C
PW-VG (devic...
IPC-5245-FWRPAEK- g5 1im1m.42 IPC-5245-EW GIPC-B6203.13.7.240428  GIPC-B6203.13.7.240429 -~
IR8-Z-CA-VE
[8MP] IPC21285B- . IPC21285B-ADF28KMC- Login failed
ADE2BRMED 192, H450 o GIPC-B6203.13.7.240429  GIPC-B6203.137.240420 197
IPCG7SLEW- GIPC- Login failed
UPREAG 192 187 50.5 IPCETSLFW-AX4DUPK..  GIPC-B6202.13.2.231008 oo oo v
IPCa3T2I-FN- 192.1§1.44.28 IPCO3121 FW-AUKCF28..  CIPC B2302.107.240426  CIPC-B23029.16.231205  -o0in failed
AUKCF28-2F60-DT (devic...
e _— Login failed
192,05 12 192167445 NVR202-09E2-1Q NVR-B3112.37.20230625  NVR-B3113.38.44240305 (90

Download Upgrade [RAIGINEGENLRU LT

» Click Download and Upgrade to begin the upgrade immediately.

» Click Download Upgrade to download the upgrade package first, and upgrade the device
manually later.

7.2.4 Non-Deployment Scenario (LAN)

For devices on a LAN, you can switch your computer’s network to a WAN to download the upgrade
package first, and then perform the upgrade within the LAN.
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1. Connect your computer to the WAN. Follow Step 5 in Non-Deployment Scenario (WAN), and
click Download Upgrade. Once the download completes, do not proceed further or close the
pop-up window.

Download Result

o Succeeded!
Download: 5 succeed, 0 failed.

Saved To. CilUsers\Pub

Mote: The upgrade configuration file will also be downloaded.

Close

2. Reconnect to the LAN and click Upgrade in the Download Result window.

= NOTE!

E If you accidentally closed the pop-up window in Step 1, you can click Check for Updates above
the download result list, select device(s), and then click Download and Upgrade (the upgrade
package won’t be downloaded again).

7.2.5 Export Upgrade Report

On the Upgrade Result page, you can click Export Upgrade Report to export upgrade details in
a table.

7.3 Custom Upgrade

Upgrade the version of devices or channels by choosing an upgrade mode below:

® Template upgrade: Uses a template that specifies paths to upgrade packages on your
computer and uses them to upgrade different types of devices.

® Online upgrade: Obtains upgrade packages from the cloud to upgrade various types of devices.

® File upgrade: Uploads upgrade files to upgrade devices of the same type.

Check forUpdates w | Device Upgrade | Channel Upgrade  Export Upgrade Report  Total: 17; Upgrading: 0; Downloading: 0.

v Device/Channel Name 1P/Channel ~ Model Serial No. Current Version Target Version Status

IPC-E248-FANER eI 192.163.1.89 1PC- [l P RAY [ 2102350 HPLELITOON1 14 QIPC-B2202.10.7.240426
210235 B 111 EKRI0R 192.163.1.78 DMK i 210235 LHIRB0006 B2102.13.5.240531

ECS k- 192.163.1.58 ECS- B0 THEAL P HD 210235Ca L E010 NVR-B1278.7.23.230627

7.3.1 Upgrade Device

1. Template Upgrade

This mode uses a template file containing paths to the upgrade packages on your computer and
uses these upgrade packages to upgrade devices of various types in batches.

Scenario 1: A local upgrade package is available
1. Select the devices you want to upgrade, and then click Device Upgrade.

2. Choose Template File.
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Upgrade

Upgrade Mode: & Template File Online Upgrade File Upgrade

Check and Download: | Check and Download
Export Template: Export
File Path: Browse

| Upgrade Config

Max Upgrades: 10

Cancel

Click Export to export a template containing the basic information about the selected device.
In the template file, enter paths to the upgrade packages on your computer.

Click Browse to locate the configured template file, and then click Open to import the template.

(Optional) Click ~~. See Upgrade Config.

Click Upgrade. The devices will be upgraded during the configured upgrade time.

Scenario 2: LAN device, no local upgrade pacakge, a computer can switch networks

1.

Connect your computer to the WAN. Select the devices you want to upgrade, click Device
Upgrade, choose Template File, and then click Check and Download to download the
upgrade package and template.

Connect your computer to the LAN. Import the upgrade template from the downloaded folder.

Scenario 3: LAN device, no local upgrade package, a WAN computer, a LAN computer

1.

On the LAN computer, select the devices you want to upgrade, click Device Upgrade, choose
Template File, and then click Export to export the device information template.

On the WAN computer, go to Device Management > Add to import the device information
template to add devices. Then, go to the Template File page, click Check and Download to
download the upgrade package and upgrade template.

Copy the downloaded folder to the LAN computer.
On the LAN computer, go to the Template File page to import the upgrade template.

2. Online Upgrade

This mode checks for updates for the connected devices and downloads upgrade packages (if
updates are available) to your computer to upgrade devices of various types.
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1. Select the devices you want to upgrade, and then click Check for Updates. The tool checks
for updates for the selected devices. If updates are available, Upgradable will be displayed in
the Operation Status column.

2. Select the upgradable devices, and click Device Upgrade.

Upgrade

Upgrade Mode: Template File ® Online Upgrade File Upgrade

| Uparade Config 5%
Max Upgrades: 10

Online Upgrade Path: C:\

Upgrade Cancel

3. Choose Online Upgrade.

4. (Optional) Click *. See Upgrade Config.

5. Click Upgrade. The devices will be upgraded during the configured upgrade time.
3. File Upgrade

This mode allows upgrading devices of the same type by uploading upgrade files.
1. Select the devices you want to upgrade, and then click Device Upgrade.
2. Choose File Upgrade.

Upgrade
Upgrade Mode: Template File Online Upgrade ® File Upgrade

File Path: Browse

| Upgrade Config 5%

Max Upgrades: 10

Upgrade Cancel
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3. Click Browse, and then locate the upgrade packages on your computer.

4. (Optional) Click ==~. See Upgrade Config.

5. Click Upgrade. The devices will be upgraded during the configured upgrade time.
7.3.2 Upgrade Channel

Upgrade camera connected to an NVR (also known as NVR channels).
1. Select the NVR, click Channel Upgrade.
2. Select the channels you want to upgrade, and then click OK.

3. The remaining operations for upgrading a channel are the same as upgrading a device. See
Upgrade Device for details.

7.3.3 Cancel Upgrade

If an upgrade task is scheduled, the upgrade time will be displayed at the top, and you can click
Cancel behind it to cancel the task.

= NOTE!
E Only the pending upgrade tasks will be cancelled. If the upgrade task has already started, the
ongoing tasks will remain unaffected.

7.3.4 Export Upgrade Report

1. Select the desired devices, and then click Export Upgrade Report. The Export Report page
as shown below appears

2. View the total number of devices, the number of devices to be upgraded, and the number of
successful or failed devices in the upgrade. To export the report, click Export.

Export Report

Export Report Export

Total device(s). 2

Device(s) to upgrade: 2

® Succeeded: 0

* Failed: 2
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8 Client Configuration

Click in the top right corner, go to Client Configuration page.
ltem Description
Upgrade Config See Upgrade Config.

Storage Path Config | During the tool's operation, some files recording exceptions will be generated.
Click Browse to select the storage path for these files, and click OK to save.

| Exception File Storage Path

File Path: Publ ®ith Browse

Device Save Prompt | Setwhether to display a reminder to save devices from the default project before exiting
the client.

Note:

Each time you enter the client, the system clears the devices in the default project and
searches for new devices. If you have not saved the devices from the default project to
a custom project, the existing devices in the default project will be lost.

| DontShowAgain

Ask Every Time

1.When enabled, you'll be asked whether to save the device(s)in the default
project each time before exiting.

2 When disabled, you wont be asked, and the device(s)in the default project
won't be saved when exiting.

9 Application Center

The application center provides a portal through which users can conveniently download, install,
and upgrade other applications of our company.
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